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See item 9)
1) Approval of agenda

The agenda was approved after moving item “3) Review and update of work items” at the end of day 2.
2) Minutes from previous meetings

The minutes from previous meeting were approved.
3) Proposal for requirements for a new ebIX test facility (Christoph)
Christoph presented the requirements for a test facility from swissgrid, Filip presented the Belgian test environment (see attachment) and Kees presented his thoughts related to a test facility. 
Filip stressed the need for a good understanding of the scenarios before new MIGs are implemented in the industry. In Belgium UMIX are running about 10 meetings during a period of a few months, where the parties implementing new MIGs discuss and agree on the new MIGs before physical tests are run. Filip also showed 5 levels of tests specified by UMIX: 

· Level I: verification on the conformity of the messages

· Level II: Verification if a market player can handle a scenario

· Level III: flexibility for use of customer data and flow

· Level IV: check if the receiver can mange the transaction in their own system

· Level V: verification the data elements for the process (Rectification catalogue)

A UMIX document describing the Belgian test concept is attached to the minutes. 

Some possible technical requirements discovered during the discussions: 
· The test system should handle both EDIFACT and XML syntax

· The test system should be automatic (i.e. verification of received business documents and sending of test business documents should be automatic)

· The test system should handle the roles from the Harmonised ebIX, EFET and ETSO Role model 

· It should be possible to group roles according to national company structure 

· The test system should handle the ebIX recommendations, i.e.:

· Recommendations for Acknowledgement and error handling 

· Recommendations for cancellation of business processes and business documents 

· Recommendations for identification schemes

· Possible options for process testing:

· Single business documents

· Complete processes using different combinations of ebIX business documents 

· National extensions and specialities, such as code values and additional business documents

· Validation of received business documents on a syntax level, model level and process level

· The processes should be organised along the market domains from the ebIX domain model

· The test system should use predefined test data for validation of complete processes, including the content of the business documents and alignment of master data for test.
· The system should have functionality for certification of the test parties

· Messages not clearly related to a defined test scenario should be discarded

Some business requirements discovered during the discussions: 

· There should not be any limitations on timing and number of iterations in testing

· The testing facility needs to be operational at least 3 moths before new processes go life

· The test facility should be a central reference system that can be available at all time for testing of new software etc. 

During the meeting a PowerPoint presentation was made. It describes way a test system may be needed and possible options and levels for a common test system. The presentation and the document comparing current test systems will be distributed toe the ebIX Forum after circulation for comments between ETC members for two weeks. 
Homework:
· Kees will distribute the PowerPoint document to the ETC members, after a short verification

· Everybody should comment on the presentation within two weeks (comments to Ove)

· Thereafter the presentation and the document comparing current test systems will be distributed to the ebIX Forum (if agreed).
4) Report and experiences from Belgian ebIX course
Filip reported form the ebIX Course Ove held for UMIX in Brussels the day before the ETC meeting. The most detailed part of the course was the EDIFACT syntax part. The rest of the course was more general, including CCs, XML, UMM and UML modelling rules, and special ebIX rules, such as date time rules. The response from the course participants is that they found the course interesting and useful. A comment is that the course might cover too much on too little time. The presentations can be found at http://www.edisys.no/prosjekter/ebIX/. The course itself was paid by UMIX, while the development has been covered by ebIX. Further developments could be to shorten each session in the course (making a top level overview presentation) and detail each session more for special interested audience, i.e. 5-10 slides for each topic as an overview and maybe 30-50 for a more detailed presentation. This will make it more flexible. Possible extension points:
· Explanation of the role model (maybe ½ day)

· Explanation of the ebIX Processes:

· Change of supplier

· Metering

· Settlement

· Reconciliation 
Filip will present the experience on the coming ebIX Forum meeting and propose the following to the Forum:

· This is the starting point for further development of a course

· ETC should make a matrix with course items versus audience (interest)
5) Review of Code lists published after the January 2008 meeting
Kees had updated the code list and the new code list was reviewed.  

Among others the following comments were made:

· The Status reason description codes E81 and E85 have the same name and definition (Metering Point is not connected (Rejection)). The code is not used in Denmark, Germany, Norway or Switzerland. 
· On the previous meeting it was decided to rename all code lists used for EDIFACT qualifiers to qualifier lists. However several of these code lists will be used both as qualifiers and codes (e.g. party type code) and for this reason it was agreed to keep the code name also for the qualifier lists.

· The naming of the code list was discussed and the best solution seems to use the textual name of the code list used in the UN/CEFACT code lists (UNCL), for those codes where this is relevant. This is however the name used for most of the code lists already so no new action will be taken.

It was agreed to make XML versions of the code lists “original” and “ebIX codes”, a total of 56 code lists. The work will be split by the ETC participants, but Kees will make the framework (basis schemas for the code lists). Kees will distribute the basis code lists as a few smaller code lists for Alexander, Christian and Christoph, and some more to Ove and Jan. 
Homework:
· Belgium, Netherlands and Sweden should verify if the Status reason description codes E81 or E85 are used.
· Kees will make the framework for XML code lists and distribute to Alexander, Christian and Christoph, Jan and Ove.

6) Modelling
6.1 Status for questions to Christian (TMG)
Christoph had sent two mails to Christian Huemer without any answer. Instead a telephone conference was set up with Christian and the following questions taken up:

· What is the exact meaning of the <<flow>> dependency between the activities and the swim lanes? Is there a direction?
· A business transaction activity have two authorised roles and one or two Envelopes. Are the roles in the business transaction activity the same roles as those defined in the swim lanes? And how to interpret the direction of the <<flow>> when we have a bidirectional transaction pattern?
Some relevant artefacts related to the discussion above can be found in Appendix C.

The <<flow>> dependency is a new concept in UML 2.0 and has a meaning. It is describing the general flow of information into a Business transaction and out of it, without specifying the information. The direction of the flow is according to the arrowhead. The <<flow>> dependency was an earlier draft name, but there have to be two flows, named <<inFlow>> and <<outFlow>>. This for relating the authorised roles in the Business collaboration protocol to the relevant authorised roles in the Business transaction activity graph.  A inFlow/outFlow is in this particular case specifying the authorised roles within the business transaction to be linked to the authorised roles in the collaboration protocol. 
Christoph promised to make a note explaining the concept above and distribute it to Christian Huemer and ETC for comments. 
Homework:
· Christoph will make a note explaining the concept of flows between Swim lanes and Transaction activities in Business collaboration protocol activity graphs, and distribute it to Christian Huemer and ETC for comments.

6.2 Review of ebIX CC/UMM profile (CC)
The latest ebIX CC/UMM profile was reviewed. When working with it one of the following projects should be opened:

· Measure.mdzip
· Operate.mdzip
· Plan.mdzip
· Structure.mdzip
· Settle.mdzip
· Trade.mdzip
· Harmonised role model.mdzip

Opening one of the above projects will automatically open the following profiles:
· UML_Standard_Profile.xml

· UMM Base Module Profile.mdzip
· Harmonised role model Profile.mdzip
· BCSS ebIX Profile.mdzip
· BCSS CEFACT Profile.mdzip
· UMM Profile.mdzip
· Generic Processes.mdzip
· Local Extensions The Netherlands.mdzip

And the following model:

· European Energy Market.mdzip
Alternatively, if you open the model European Energy Market.mdzip, all domain-projects will be opened automatically.

6.3 Addition of the new UMM 2.0 version as a module in the ebIX CC/UMM profile
It was discussed if we should update the ebIX CC registry with the latest UMM profile from UN/CEFACT. It was agreed that Kees will make a try and report back on next ETC meeting. 

Homework:
Kees will try to update the ebIX CC registry with the latest UMM profile from UN/CEFACT.

6.4 Other modelling issues

No other issues
7) Review and agree ETC participation in UN/CEFACT and IEC groups
Homework from previous meeting:

Kees had gone through the project proposal from UCM and found that UCM is trying to define the set of values to be used in the 8 (?) context drivers defined in CCTS. The project will not look into instantiation of classes and other artefacts based on the context drivers and do not look as a project ebIX should give priority. 

Christian Huemer proposed, during the telephone conference, that ebIX participates in UPCC, UMM and UCM (in prioritised sequence).
Ove will participate on the next UN/CEFACT Forum meeting in Mexico City April 7th to 11th, and Kees will try to do the same.

No decision made for group members. 
	Group
	Responsible ETC members

	UN/CEFACT
	

	ATG2 (focus on NDR and SBDH)
	

	TMG/UPCC
Has just delivered a final document but will probably start up with a new project related to upgrade of CCTS to v3.0.
	

	TMG/UMM
	

	TMG/CCMA
	

	TMG/UCM
	

	IEC
	

	TC57/WG16
	


8) Mapping from EMD models to EDIFACT

Due to a misunderstanding the homework from Ove had not been done. The item was postponed to next meeting. 
9) ebIX XML schemas

Ove showed a PowerPoint presentation meant as a discussion basis. Due to lack of time the discussion will be continued on next meeting. The presentation is attached.

It was stressed that the XML solution that are used in Switzerland (VSE) is following the UN/CEFACT/NDR and that it for the being this is the ebIX solution.
10) Migration to the new UMM structure (if time)
10.1 Review of CuS structure
10.2 Review of EMD structure

10.3 Homework for UN/CEFACT/TMG/UPCC
No time.

11) Information

No items.
12) Review and update of work items
	Meeting
	
	Status

	February 27-28 

(Brussels)
	· ebIX XML schemas
	Started

	
	· Review of Code lists published after the January 2008 meeting 
	Done

	
	· Report and experiences from Belgian ebIX course 
	Done 

	
	· Addition of the new UMM 2.0 version as a module in the ebIX CC/UMM profile 
	Postponed homework Kees

	
	· Review of ebIX CC/UMM profile (CC)  
	Done

	
	· Requirements related to a possible ebIX test facility.
	Done

	
	· Mapping from EMD models to EDIFACT 
	Postponed homework Ove

	
	If time:

· Homework for UN/CEFACT/TMG/UPCC

· Review of CuS models with new UMM structure

· Review of EMD models with new UMM structure
	No time

	April 15-16 (Tallinn)
	· Harmonisation of the ebIX Domain model with the  ETSO/EFET/ebIX Harmonisation group
	

	
	· ebIX XML schemas
	

	
	· Mapping from EMD models to EDIFACT
	

	
	· Addition of the new UMM 2.0 version as a module in the ebIX CC/UMM profile
	

	
	· Review of a proposal for further development of the ebIX introduction course (Filip)
	

	
	· Review of ebIX XML code lists
	

	
	· Preparations for next ebIX Forum meeting
	

	
	If time:

· Homework for UN/CEFACT/TMG/UPCC

· Review of CuS models with new UMM structure

· Review of EMD models with new UMM structure
	

	May 21-22 (Oslo)
	· Finalise the ebIX course material.
	

	Meeting 5, 2008
	· Develop a naming convention for XML/UML root classes
	

	Meeting 6, 2008
	· XML and EDIFACT for CuS and EMD documents
	

	Meeting 7, 2008
	· 
	

	Meeting 8, 2008
	· Use of State diagrams in UMM models

· Code lists:

· Creation of error codes in the Model error report (ERC/9321)

· Check of the consistency between CEFACT lists and ebIX subsets 

· Should we change code 231 = Grid area with the newer and more precise 239 = Metering grid area?
	

	Pending
	· Update of the ebIX model for acknowledgement and error handling
· Update of the ebIX model for cancellation of business processes and business documents
	


13) Next meeting(s), including start and end time.
April 15th and 16th, Tallinn 9:00 – 17:00 (18:00?) and 9:00 – 17:00
14) AOB

No items
Appendix A Participants in ETC

	Name
	Company
	Telephone
	Mobile
	E-mail

	Alexander Pisters
	RWE
	+49 234 515-2442
	+49 162 257 5428
	Alexander.Pisters@rwe.com 

	Christian Odgaard
	Energinet.dk
	+45 76 22 44 63
	+45 23 33 85 55
	cco@energinet.dk 

	Filip Drijkoningen
	Interelectra/UMIX
	+32 11 26 64 95 
	+32 4 9558 6471 
	filip.drijkoningen@interelectra.be 

	Jon-Egil Nordvik
	Statnett
	+47 22 52 70 00
	+47 975 36 303
	jon-egil.nordvik@statnett.no 

	Kees Sparreboom
	TenneT
	
	+31 622 66 7911
	kees.sparreboom@capgemini.com

	Lucy Sarkisian (Convenor)
	TenneT
	
	+31 613 643 092
	l.sarkisian@tennet.org

	Christoph Ruffing
	swissgrid
	+41 58 580 21 37
	+41 76 313 15 63
	christoph.ruffing@swissgrid.ch 

	Ove Nesvik (Secretary)
	EdiSys
	+47 22 42 13 80
	+47 928 22 908
	ove.nesvik@edisys.no

	Observers: 
	
	
	
	

	Radoslav Haluska
	VSE Kosice
	
	
	Radoslav.Haluska@rwe.com

	Terje Nilsen
	Nord Pool
	+47 67 52 80 44
	+47 930 34 100
	terje.nilsen@nordpool.com 


Appendix B Work items for ETC

· Finalising UML model for the European energy market based on UMM, including functional documentation in cooperation with UN/CEFACT

· Support migration of EMD, EMVR, ebIX/Eurelectric and CuS models to new UMM structure

· Update ebIX Methodology:

· in cooperation with EMD, EMVR and CuS

· including user guide on how to use ebIX UML models

· Architecture: 

· Final review of Code lists 

· ebIX Core Components 

· Publication of the above elements also in a readable format

· Develop a naming convention for XML/UML root classes 

· XML and EDIFACT for CuS and EMD documents

· Harmonisation of the ebIX Domain model with the  ETSO/EFET/ebIX Harmonisation group 

Appendix C UMM artefacts
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1.
Introduction

1.1 Context

Ebix market forum  has asked to discusses the requirements and specifications in the ETC for a centralized test system. The goal is to provide information on the market forum, of  the role of Ebix  in a centralized test procedure. 


The document gives the opinion of the Belgian market according testing . 

UMIX (Utilities Message Interchange) is the organization that defines market standards for processes and messaging in the liberalized Energy (electricity & gas) market in Belgium. In order to do so, UMIX prepares UMIG documents (Utilities Message Implementation Guidelines). These UMIG documents are the cornerstone for all market related processes;

The typical lifecycle of a UMIG release is: 


· Functional specifications defined in Taskforces


· Redaction of UMIG documents by UMIX core team


· Validation of messages / scenarios in “interactor testing” , technical revieuw with implementations partners .

· Implementation by individual parties

· Testing & certification by individual parties


· E2E test coordination  between partners 


· Go Live


The current set of standards is MIG 3.53 (Message Implementation Guide), a new set – MIG 4.0 is due to go live on January 1st 2009.

Given the number of organizations and systems that have to adapt their own processes and systems, testing is an extremely important (and time consuming) activity in order to guarantee a smooth migration, avoiding market disruptions.


Based on experiences of the 2 last migrations, a group of specialists from all involved parties – the taskforce End-to-end testing (TF E2E) – has drafted high level requirements for a central test facility. These requirements were approved by the UMIX Steering Committee on June 26th 2006.

1.2 E2E test system ‘point of reference’


Initial mission of the TF E2E:

· Make sure that all parties have a common understanding and interpretation of the UMIG documents


· Guarantee a uniform UMIG implementation


· Testing


· Identification of (non)conformity


· Publication of results


· Implement on medium term (start MIG 4.0?)

· Prove that the availability of a central testing facility will improve uniformity in implementations by the different parties involved


Business requirements:

· No limitations on timing and number of iterations in testing (availability of Testing Facility 24/24 & 7/7 – without “high availability” needs)


· Testing facility needs to be operational at least 3 months before Go Live of MIG-Release

· Central reference system that can be used by all parties for “self certification”


· Automatic handling of test cases


· Automatic = no manual file manipulations etc, test cases need to be initiated manually


· Certification is still a manual process (Human validation of certificate)


· Multi release testing facilities e.g. test a patch on an operational system in MIG X. while concurrently testing new developments in MIG X+1


Context of the test facility in the UMIG Lifecycle:

· Functional specifications defined in Taskforces


· Redaction of UMIG documents by UMIX core team


· Validation of messages / scenarios in “interactor testing”


· Implementation of new release in central test facility


· Testing by individual parties


· Feedback in case of problems (either with UMIG or test facility)

Bullets 4 – 6 are in the scope of the TF E2E.


Levels of testing:

The TF E2E has defined a model with 5 levels of testing:

Level I: 

Verification of conformity for individual messages


Level II: 
Verification of scenario conformity


Level III:
Scenario testing inclusive data (context) management by individual parties


Level IV:
End to end control to ensure that internal systems reflect the transactions

initiated by the scenario


Level V: 
Verification of cases from the rectification catalog (cross organization error


handling)


Levels I & II are in scope for the current detailed requirements project. Levels III to V need further definition by the TF E2E. The current implementation needs to be “open” for later implementation of the higher levels.


Level I testing – single message:

· Functional equivalent of the current certification testing


· syntax


· content


· “sender only”


· Automated


· UMIX teams implements data types


Level II testing – scenario:

· Goal: verify if a party can handle the entire scenario


· UMIX teams implements data types


· Limited to “first time right” scenarios


· Limited to major nodes in scenario


· Expected volume:

· 34 scenarios * on average 4 test cases


· 136 implemented cases


Detailed requirements phase:

· General contractual terms & conditions / selection criteria


· Technical requirements:

· volume / capacity requirements


· fall back procedures in case of system failure


· data structures / database


· Functional requirements:

· Detailed design for Level I testing – based on existing certification testscenarii


· Design for Level II testing, based on UMIG scenarios

· Structuring / capturing of test information


· Definition of reporting & certification needs


· Definition of management of history (regression testing, …)


· Architecture:

· User interfaces


· Management tools


2. Objectives for a E2E test facility 


2.1 End – to – end


Even if the name of the project is “end-to-end”, the setup of the test facility is such that the “end” will always be the test facility itself. The test facility will thus emulate the different roles in the market and, depending on the scenario, send the “other” messages. In case of a scenario initiated by another party, this implies that the test facility is able to generate a “triggering event”, the message that normally launches the scenario (Level II !).


“Real” E2E testing in a dynamic / transactional environment is still needed before going live on a new release.


2.2 Automated test procedures


Automatic is defined in this context as “requiring no manual file manipulations”. This means that eventually there can be work to be done in setting up a test case or analyzing the results, but the test execution can be done without intervention from the UMIX CT.


2.3 Integrated communication


The aim of the test facility is to handle E2E (see 2.1), that is including the communication between the testing party and the test facility.


Integration with the VAN is a prerequisite in order to handle an entire scenario. All requirements on availability, integrity, service levels, ... defined for the E2E test facility must at least be matched with corresponding requirements on the communications side. 


2.4 Multiple release support

The test facility should be able to handle different UMIG releases at the same time. 

As long as a release is supported, the test facility will support test runs against this release. This will enable parties to perform regression tests for any changes they make in their systems.
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The “old” release will stay available till the go-live of the new version.


Test scenarios can be copied and adapted from an earlier release. UMIR is not considered as a separate release, but test scenarios to validate the typical cases impacted by the UMIR can be built (by the UMIX CT) in the system.

2.5 Critical Success factors


2.5.1 UMIG Lifecycle support


As indicated earlier, the typical lifecycle of a UMIG release is : 


· Functional specifications defined in Taskforces


· Redaction of UMIG documents by UMIX core team


· Validation of messages / scenarios in “interactor testing”


· Implementation by individual parties


· Testing & certification by individual parties


· Go Live


At this point in time there is a disconnect between the end of the functional specifications phase (inclusive regulator approval) and the publishing of the full set of UMIG documents (i.e. segment tables included). Most of this time is spent in a labor intensive redaction of segment tables.

Integration between the documentation phase and the testing phase will not only guarantee consistence in published materials but will also allow to shorten the preparation phase.


2.5.2 Error free testing:


The top priority for the test facility to be developed is “error free testing”; it is extremely important that the test facility itself should be stable and error free and allow all parties to perform tests without ambiguities.

Delivery of the tool and in house testing is the responsibility of the supplier. Acceptance tests will be developed by the E2E project team / UMIX CT and carried out jointly. These acceptance tests will at least include cases for all messages ( UTILMD / UTILTS / INVOIC & CONTRL) and at least for each of those a scenario triggered by the DGO and one triggered by the supplier ( E/G supplier).

All timelines(ex. 2.5.2) start from the delivery of a thoroughly tested solution.

2.5.3 Complex scenarios:


The model is described in such a way that complex scenario’s ( e.g. a rectification request based upon a switch scenario) can be handled. Mind that those complex cases need to be built and maintained by the UMIX CT.


2.6 Scope of the solution : general aspects & considerations


2.6.1 Which messages?

From a scope point of view, the project group has defined the messages in scope as “all the messages that are mentioned and described in validated UMIG documents”. This means that next to EDIFACT messages CSV type of messages are also part of the scope in so far as they are integral part of the scenario described in the UMIG.


3. Test model & requirements

3.1 Generic testing in EDIFACT 


When receiving messages (in an EDIFACT context or generally), we can identify 3 main layers in validating whether these messages are suitable for transaction processing (from the White Paper in the UMIX Taskforce Rectification / September 2005).


[image: image4.emf]S


U


P


P


L


I


E


R


T


E


S


T


F


A


C


I


L


I


T


Y


392


E07 / MD


414


UTILTS


CONTRL + / -


CONTRL + / -


CONTRL + / -


S


U


P


P


L


I


E


R


T


E


S


T


F


A


C


I


L


I


T


Y


392


E07 / MD


414


UTILTS


CONTRL + / -


CONTRL + / -


CONTRL + / -




At a first level, the FORMAT level, the main question is: Can I read it? This level is about syntax; is a message syntactically correct. Typical tests would be: Are all mandatory fields present? Is it the correct version/ release?

At the next level, the CONTENT level, a semantic check will be performed - Does it make sense? Typical test would be: Does the sum of the individual amounts in the Grid Fee INVOIC MSG sum up to the totals in the UNS section? 

Remark: at this level the content of the message is analyzed in a single message context. All information needed to perform the tests is contained within the message itself; there is no need to check “external” info.


At the next level, the CONTEXT level, the consistency of the received data with an existing context is validated; can I do something with it? Typical test would be: Is the POD ours in the given time frame? Does the start value for a new meter reading correspond with the end value of the last known reading?

Format errors are mostly due to an incorrect setup of EDI mappings. Most of these errors are identified in an early phase during testing


Content errors are mostly due to program errors (if the receiving system can identify them without context, so should the sending system). Most of these errors are identified during testing.


Remark: Some of these errors originate from an ambiguous or erroneous description in the MIG. One of the goals of this E2E test facility is to eliminate such ambiguities.

Context errors are the ones that most impact business


Context errors are the most complex ones as they require synchronization between at least 2 “contexts” (at the sender and receiver of the messages).
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3.2 The E2E 5 level model


The TF E2E has defined a model with 5 levels of testing:

Level I: 

Verification of conformity for individual messages


Level II: 
Verification of scenario conformity


Level III:
Scenario testing inclusive data (context) management by individual parties


Level IV:
End to end control to ensure that internal systems reflect the transactions


 Initiated by the scenario


Level V: 
Verification of cases from the rectification catalog (cross organization error


handling)


Level I is limited to the core structure of the individual message: syntax, segments, data elements, code lists, ...). As such this level is equivalent to the level of testing done in the AS IS certification process (MIG 3.53). By definition Level I testing is limited to outgoing / sent messages.


Level II is based on “syntactically correct” messages (cfr. Level I) in a messaging sequence. Its focus is scenario / workflow. Starting from a “scenario initiating event”; messages will be generated, either in normal (“correct”) order or in “exception” mode (missing message in a scenario, double messages, one message “out of sync”, …).


The CONTRL + or - , generated by the receiving party, will be a proof of the capability of the receiving party to make a correct analysis of the message.


Level II requires a “triggering event” for those scenarios where the testing party is on the receiving side for the first message in the scenario.


“Elapse times” in scenarios can be simulated, to shorten a scenario test (e.g. not waiting 30 days for a switch scenario).


In the context of Level II, a limited and standardized set of access point configurations is used. This set is managed by the UMIX CT.


Level III corresponds with level II, with the main difference that at level III parties can manage their own set of access points. This will allow them to simulate specific situations they want to test. 

Within the TF E2E, there is a difference in opinions whether the Cost/Benefit analysis will ever create a case to move to Level III. On the other hand, differences (and cost) between level II and III might not be as important as some parties fear.


Levels IV and V will be defined later.


The scope of the current RFP is levels I & II. Nevertheless a flexible migration to at least level III is an important requirement.


3.3 Level I testing


Level I testing – which corresponds to the AS IS situation in certification – has 4 (sub)levels:

I.1
Communication


I.2
EDI syntax


I.3
UMIG compliancy


I.4
Specific scenario testing


From MIG 3.53 certification approach presentation


The test facility will only handle messages received via the VAN. In this way a test on “communication” capabilities is implicitly included. Compression is a specific functionality (very large messages, e.g. periodic consumption data, …). The communication layer is not linked to a particular message, scenario, not even to a UMIG Release. If changes on the VAN and its functionalities are decided, this will impact this layer.

Under “EDI syntax” we understand an assessment whether a message complies with the EDIFACT syntax requirements (ISO 9735-3: message structure, character set used, separators and use of service segments). 


The CONTRL message falls under a technical certificate.

After performing the previous sublevels, the “UMIG Compliancy” checks include general compliancy checking with the published UMIG. This is valid for all scenarios and includes:

· Correct use of mandatory / conditional elements


· Correct use of UMIG codes and code lists


· Correct use of the date formats


· Uniqueness of Transaction ID, Message ID, Interchange ID, ….


· Format and Check Digit of the GSRN / GLN number


· Readability of clear text fields. I.e. addresses, names, Free text descriptions,….


The level of checks is defined at the “UNSM” level, i.e; UTILMD, UTILTS, … and their respective descriptions.

In the “specific scenario testing” , additional compliance checks with a specific scenario message content as specified by the UMIG, are performed. Via business rules, managed by the UMIX CT these tests are performed (e.g. difference between content related info in an 392 E21 (CuS) vs a 392 E35 (CoS) in a switch request).

3.4 Level II testing


Level II testing implies at least the following functionalities:


· Management of a database with selected access points, linked to test scenarios

· Extraction of data from this database to prepare data for the construction of messages


· A “mapper” functionality to transform the selected data from the database into a valid EDIFACT/EDIEL/UMIG message 


· Preparation of test cases


Level II testing excludes the update of the above mentioned database by information contained in the message.

Level II requires a minimal kind of workflow functionality, but only to plan the sending of outgoing messages (sequential).

For clarification purposes, 2 typical Level II test are elaborated, one for a “receiving” party (e.g. a supplier in a switch scenario), one for a “sending” party (e.g. a DGO in a switch scenario).


PS. In the next figures, the yellow part stands for the system under test and the messages it sends, the gray part represents the test facility and the messages that it sends.


Case 1 : supplier initiated.

[image: image6.png]





In the scope of the current project, the supplier has passed Level I tests, i.e. the 392 message that he sends has been tested and accepted as syntactically correct (PS. As the supplier will also send out CONTRL + or – messages, these can also be supposed to be correct).  


The supplier will indicate a given scenario, corresponding to a pre-defined set of data elements, e.g. a combined customer switch for an electricity access point, with meter readings. The supplier knows which access point identification (GSRN) to use in the 392 message,  to initiate this test scenario – to be found in the overviews published by the UMIX CT.

The test facility will check the message (Level I style) and in a next step will validate if the given GSRN is known/defined in its own standards database (context).

Elements contained in the 392 message, e.g. switch date, are not updated in the standards database (PS: see for details under the chapter architecture; a “case manager” can be used to control dates and sequences).

From the data in the standards database, the outgoing message(s) will be constructed and sent to the initiating party (always syntactically correct!). This implies the availability of some “workflow” capabilities in the testing facility (to handle scenarios). For practical testing reasons (elapse time), dates used need to be manipulated (“case manager”).

The CONTRL + message received from the supplier is considered proof of the capability to receive and handle the message. The set of CONTRL + messages is proof of the capability to handle the scenario end-to-end.


Case 2 : DGO initiated.




In the scope of the current project, the DGO has passed Level I tests, i.e. the individual 414 / E07 & UTILTS messages that he sends have all been tested and accepted as syntactically correct (PS. As the DGO will also send out CONTRL + or – messages, these can also be supposed to be correct). 


The DGO will indicate a given scenario, corresponding to a pre-defined set of data elements, e.g. a combined customer switch for an electricity access point, with meter readings. The DGO knows which access point identification (GSRN) to use to initiate this test scenario – to be found in the overviews published by the UMIX CT.


Remark: the 392 is the initiating event. As this is not a message normally sent by the DGO, it needs to be replaced by another triggering event. E.g. one could imagine using a web interface to manually introduce a request (see for details under the chapter architecture).


The test facility will generate the 392 message from its own standards database and send it to the DGO.


Based upon the message received, the DGO will generate the corresponding messages and send them to the test facility 


Remark: this implies that the DGO has configured an access point in its own system that mirrors the access point in the standards database. 

From the data in the standards database (and eventually the case manager – see architecture), the test facility will construct its own set of “expected” messages.

On receipt of the message sent by the DGO, the test facility will compare these with its own constructed messages. Any differences will be reported.


The individual CONTRL + message received from the test facility is considered proof of the capability to receive and handle the message, the set of CONTRL + messages is proof of the capability to handle the scenario end-to-end.


3.5 Level III testing


In Level III, parties have an environment in which they can themselves create “copies” of the level II test scenarios. 

Each of these “copies” is linked to an individual Access Point (GSRN).

Level III test scenarios are always based on Level II – UMIX CT managed – test scenarios, but the actual information at the level of the access point can be modified. In doing so, parties can test specific situations, based upon their own risk analysis and eventual problems they have encountered in their own situation.


3.6 Differences between Level II & Level III


The difference between the levels II & III is important as this corresponds to the scope of the current project (Level II IN scope, Level III OUT of scope).


The main differences are :

· Role in managing test scenarios and reference access points


· Importance of identifying a test scenario as belonging to one party


3.7 Regression testing


One of the main objectives of the test facility is that parties can perform – at any given time – a regression test. Whenever parties apply system changes, they have the possibility (and the obligation) to validate if their system, after changes, is still compliant with UMIG standards (as a kind of auto certification) both for Level I and II.


Maintenance of test cases and comparison of the results with a previous set of test cases is an important requirement.


� For the sake of clarity, this sequence is simplified. Actual scenarios might include multiple UTILTS (estimates, consumption, historical consumptions, …) messages, messages going to 3rd parties e.g. the “old” supplier, ..
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Practical

Define business processes according to  UMM



Define reusable elments (BIE) according to CCTS and based on UN/CEFACT libraries (CC)



Make  XML schemas according to UN/CEFACT XML NDR
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An Activity diagram may 

have one or more 
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diagrams

linked through Subactivity 

states



A UseCase is described 

by an
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and a Sequence diagram
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Modularity (3)













Schema modules

		Root schema

		One schema for each document

		Separate namespace for each schema

		Internal schema modules

		Components (ABIE) expected to be ” limited to a specific business function or information exchange”

		Same namespace as the root-schema

		Reusable ABIE

		All reusable ABIE approved by UN/CEFACT

		Separate namespace with token ”ram”















Schema modules (2)

		CoreComponentType

		Normative reference for DataType schemas

		Not a part of the run-time system

		Separate namespace with token ”cct”

		Unqualified Data Type (Core Data Types)

		Normative data types defined in accordance with CCTS

		Separate namespace with token ”udt”

		Qualified Data Type

		Data types used in a business context 

		Based on UDT (CDT)

		Separate namespace with token ”qdt”















Use of local and global elements

<xsd:element name="PurchaseOrderRequest" 

	type="rsm:PurchaseOrderRequestType"/> 





<xsd:complexType name="PurchaseOrderRequestType"> 

	<xsd:sequence> 

		<xsd:element name="ID" type="udt:IDType"/> 

		<xsd:element ref="ram:SellerParty"/> 

		<xsd:element ref="ram:BuyerParty"/> 

		<xsd:element name="OrderedLineItem" 

			type="ram:OrderedLineItemType" 

			maxOccurs="unbounded"/> 

	</xsd:sequence> 

</xsd:complexType> 

<xsd:element name="SellerParty" type="ram:SellerPartyType"/> 

<xsd:element name="BuyerParty" type="ram:BuyerPartyType"/> 

<xsd:element name="OrderedLineItem" type="ram:OrderedLineItemType"/> 

<xsd:element name="ProductOrServiceItem" type="ram:ProductOrServiceItemType"/> 



<xsd:complexType name="SellerPartyType"> 

	<xsd:sequence> 

		<xsd:element name="ID" type="udt:IDType"/> 

		<xsd:element name="GivenName" type="udt:NameType"/> 

		<xsd:element name="Surname" type="udt:NameType"/> 

	</xsd:sequence> 

</xsd:complexType>

<xsd:complexType name="BuyerPartyType">

	<xsd:sequence>

		<xsd:element name="ID" type="udt:IDType"/> 

		<xsd:element name="Name" type="udt:NameType"/> 

	</xsd:sequence> 

</xsd:complexType> 

<xsd:complexType name="OrderedLineItemType"> 

	<xsd:sequence> 

		<xsd:element name="ID" type="udt:IDType"/> 

		<xsd:element name="ProductOrServiceItem" type="ram:ProductOrServiceItemType"/> 	</xsd:sequence> 

</xsd:complexType> 

<xsd:complexType name="ProductOrServiceItemType"> 

	<xsd:sequence> 

		<xsd:element name="ID" type="udt:IDType"/> 

		<xsd:element name="Name" type="udt:NameType"/> 

	</xsd:sequence> 

</xsd:complexType> 

Message



Component libraries













Mapping from CCTS to XML















Code lists

		Code lists are expected to be published as XML schemas

		Each UN/CEFACT maintained code list MUST be defined in its own schema module. [R163]

		UN/CEFACT will as far as possible reuse existing code lists as XML schemas.

		Internal code list schema MUST NOT duplicate existing external code list schema when the existing ones are available to be imported. [R164]

		Only when these not are available, separate code lists will be made and maintained. 

		Code lists are defined as data types















Validation in the XML-schema

Rules and

requirements

xsd

MHS

XML

Application

MHS

XML

Application

				XML syntax (well-formed)		

				Structure/sequence		

				Existence		

						Allowed code values				

						Value domains				

				Dependencies		











































































ebIX syntax requirements

		Syntax specific messages should automatically be generated from the UML model (both XML and EDIFACT)



		There should be one document for each valid combination of:

		Message type

		Message function

		Reason for transaction

		Business sector

		Ancillary role

		





The aim of ebIX is to succeed in the objectives and goals by:

		Invest in understanding of each others problems and markets needs

		Impose not by legal position, but by common sense and practical and acceptable solutions 

		Starting activities in the electricity market (because of the roots of ENF) but start to cooperate with the gas market and come with a common goal and path to go along to reach those goals 

		Respecting local solutions in markets and countries, in such a way that they got reasonable possibilities to adapt new standards (technically possibilities for conversions, enough time to implement and enough time to respect previous investments to a certain extend) 

		Promote the lessons learned, not by dictating the solutions, but showing the advantages and also the shortcomings 

		Decisions on standards should preferably be passed unanimously by all members 

		To become that successful that the ebIX will be seen as the defacto standardization organization 

		In order to keep the organization lean and mean the meetings will be hosted by the members on a rotary basis, ebIX won’t establish a permanent secretary but one of the members will take care of that for a year and ebIX wants to succeed with a budget of maximum of 1 full time equivalent EDI/XML-consultant





If ebIX really succeeds in his goals, it is most likely that more formal procedures for voting and financial arrangements are needed. At that moment the ebIX will look carefully for EU and ETSO common practices on those topics.









ebIX XML requirements (?)

		Valid codes for a XML-message should be defined in the relevant schema



		Codes and identifiers should be validated by the parser

		Only valid/needed ABIEs, BBIEs, codes, supplementary components (QDTs) etc should be a part of the schemas.





The aim of ebIX is to succeed in the objectives and goals by:

		Invest in understanding of each others problems and markets needs

		Impose not by legal position, but by common sense and practical and acceptable solutions 

		Starting activities in the electricity market (because of the roots of ENF) but start to cooperate with the gas market and come with a common goal and path to go along to reach those goals 

		Respecting local solutions in markets and countries, in such a way that they got reasonable possibilities to adapt new standards (technically possibilities for conversions, enough time to implement and enough time to respect previous investments to a certain extend) 

		Promote the lessons learned, not by dictating the solutions, but showing the advantages and also the shortcomings 

		Decisions on standards should preferably be passed unanimously by all members 

		To become that successful that the ebIX will be seen as the defacto standardization organization 

		In order to keep the organization lean and mean the meetings will be hosted by the members on a rotary basis, ebIX won’t establish a permanent secretary but one of the members will take care of that for a year and ebIX wants to succeed with a budget of maximum of 1 full time equivalent EDI/XML-consultant





If ebIX really succeeds in his goals, it is most likely that more formal procedures for voting and financial arrangements are needed. At that moment the ebIX will look carefully for EU and ETSO common practices on those topics.









What ebIX tries in modelling

Maximize re-use….

Up to re-use and customization of generic processes

















UN/CEFACT schema structure 

BreakPointRequest_0p0.xsd

BreakPointResponseConfirmation_0p0.xsd

BreakPointResponseRejection_0p0.xsd

ATCNotification_0p0.xsd

…….

ABIEs

NorNedABIE_0p0.xsd











Unqualified data types

NorNedUDT_0p0.xsd

Qualified data types

NorNedQDT_0p0.xsd

…….

Code lists

ebIX_BusinessReasonCode_0p0.xsd

























NorNed schema structure 

BreakPointRequest_0p0.xsd

BreakPointRequestProposedCoreComponents_0p0.xsd



BreakPointResponseConfirmationProposedCoreComponents_0p0.xsd

…….

…….

…….

…….

…….

BreakPointResponseConfirmation_0p0.xsd

BreakPointResponseRejection_0p0.xsd

ATCNotification_0p0.xsd

(……. 24 root schemas)

BreakPointResponseRejectionProposedCoreComponents_0p0.xsd

ATCNotificationProposedCoreComponents_0p0.xsd

(……. 24 CC schemas)









…….

Code lists

ebIX_BusinessReasonCode_0p0.xsd



























ESS schema structure 

confirmation-xml.xsd

schedule-xml.xsd

anomaly-xml.xsd

ABIEs

etso-core-cmpts.xsd







Code list

etso-code-lists.xsd
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